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OVERVIEW
Sakura Information Systems has 
been developing its IaaS virtualized 
hosting service since 2012. 
Eventually, it became apparent 
that the company needed a solid 
traffic monitoring and behavior 
detection tool that could cope with 
the complicated nature of shared 
services. The issue was solved by 
introducing Flowmon Collector 
with the ADS (Anomaly Detection 
System) module. 

Progress Flowmon enables Sakura 
to provide a guarantee of smooth 
hosting services for their customers 
thanks to continuous network traffic 
monitoring and anomaly detection.

Challenge

Sakura Information Systems’ virtualization hosting service is based on “partitioning” a virtual machine 

for each communication infrastructure. The service provider is not involved in the network design or 

operation method of the hosted environment; users can freely design networks by placing them on 

the Internet or building closed networks. This type of service is convenient for users but presents a 

considerable challenge for the provider, as it is difficult to understand the overall picture when a problem 

occurs in the shared network.

In the event of an overload or attack, Sakura Information Systems, too, would find themselves lacking 

relevant information on a per user basis, which made it impossible to resolve issues well and fast enough. 

These recurring situations lead them to start looking into tools that would make it possible to visualize 

events occurring in the company’s network center. 

 

Solution

Before opting for a more advanced solution, Sakura Information Systems were using conventional 

SNMP monitoring, which allowed seeing the load of a network device since it was shared, however, 

there was no way to determine which user’s load was the cause of the reported issue. Even when 

inquiries came from individual customers due to “a sudden heavy load”, there was no way to identify 

the cause (except for hardware failure). It was becoming clear that the inability to resolve issues 

effectively would eventually jeopardize the company’s performance and reputation: Customers’ needs 

and expectations would not be met, operation costs would rise, and competition would get ahead.
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About Progress 

Dedicated to propelling business forward in a technology-driven world, Progress (NASDAQ: PRGS) helps 
businesses drive faster cycles of innovation, fuel momentum and accelerate their path to success. As the trusted 
provider of the best products to develop, deploy and manage high-impact applications, Progress enables 
customers to build the applications and experiences they need, deploy where and how they want and manage it 
all safely and securely. Hundreds of thousands of enterprises, including 1,700 software companies and 3.5 million 
developers, depend on Progress to achieve their goals—with confidence. Learn more at www.progress.com
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Enable your IT team  to never overlook abnormal security and 

data traffic issues with an in-depth network visualization for 

your company by deploying Progress® Flowmon®

At the end of 2017, the company decided that a renewal of the 

virtualization hosting hardware was in order, and a suitable 

visualization solution for the shared network was needed as well. The 

task was outsourced to Kanematsu Electronics, who recommended 

Flowmon as the best vendor based on their proven track record.

Comparing Flowmon with other companies’ products confirmed 

that Progress Flowmon was the best fit.

 

Results

Licensing was the most important deciding factor. As the license 

system of the Flowmon Collector is based on disk capacity for 

storing flow data, the number of monitored interfaces does not 

affect the budget. More interfaces and VLANs can be added 

whenever needed without any extra costs.

Flowmon’s ADS (Anomaly Detection System) is an optional 

module for intelligent detection of anomalies within a network. 

It complements the Collector’s function by detecting threats, 

including unknown and zero-day, which bypass traditional 

protection measures.

Smooth deployment allowed the company to introduce Flowmon 

under normal daily operation. No impact on network configuration 

or other systems in use meant that the ICT teams could proceed 

with the moving of virtual machines without the solution getting in 

the way.

Ease of use was a welcome benefit. Monitoring customer data 

exactly as required was perceived as very easy and intuitive. 

 

 

About Sakura

Sakura Information Systems (SIS) was established as the IT 

Solution Company of Sumitomo Mitsui Banking Corporation 

Group (SMBC Group). We provide system development, operation 

service and other IT services to companies in various industries 

besides SMBC Group.

With over 45 years of experience, SIS is able to address 

Customers’ issue and hidden needs to generate optimal solution 

to customer satisfaction.  

To learn more, please visit: www.sakura-is.co.jp/english/

“Flowmon was superior, including the ease of 

introduction, when considering the performance, 

desired functions, and cost merits. After introducing 

it, there is no doubt that identification of the cause 

of issues has become easier than before.”

Inutake Masahiro
ICT Service Group 4 Team Leader


